
 
                  DEFENSE INFORMATION SYSTEMS AGENCY    
                       P. O. BOX 549 
                             FORT MEADE, MARYLAND  20755-0549 

 
 
 

UNCLASSIFIED 

 
 
MEMORANDUM FOR DISTRIBUTION 
 
SUBJECT:  Announcement of the Draft Application Security and Development Security 
                    Technical Implementation Guide (STIG), Version 4 
 
 
     DISA has developed the Draft Application Security and Development Security Technical 
Implementation Guide (STIG) Version 4.  The draft STIG is available 
at http://iase.disa.mil/stigs/app-security/app-security/Pages/app-security.aspx for review and 
comment. 
 
     The Draft Application Security and Development STIG contains security requirements 
sourced from Department of Defense Information Assurance (DoD-IA) controls.  DISA 
originally accepted comments for this STIG a month ago and made many changes based on the 
numerous comments, so DISA is disseminating the updated draft STIG to provide an opportunity 
for additional review and feedback/comments prior to the STIG release.   
 
     Please provide comments, recommended changes, and or additions to the updated draft STIG 
by 4 May 2016 on the Comment Matrix spreadsheet.  The spreadsheet is available 
at:  http://iase.disa.mil/stigs/app-security/app-security/Pages/app-security.aspx. Comments 
should be sent via NIPRNet email to:  disa.stig_spt@mail.mil.  Include the title and version of 
the STIG on the subject line of your email. 
  
     Point of contact for this action is DISA STIG Support Desk, email: 
Disa.stig_spt@mail.mil.   
 
 
 
 
              ROGER S. GREENWELL 
              Chief, Cybersecurity 
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